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1
Decision/action requested

This pCR is for apporval

2
References

none

3
Rationale

a) this solution is meant to align with 5GC UPIP policy control. In 5GC, the policy comes from the UDM to the SMF and not from the PCF.

b) local SMF+PGW configuration is added as an alternative (that still aligns with 5GC).
c) EPS to 5GC handover is clarified.

d) indicate that solution 18 is an acceptable alternative for X2, S1 and 5GS to EPS handovers.
e) evaluation added.

4
Detailed proposal

It is proposed to make the following revision marked changes to TR 33.853 v1.3.0.

#################################    Beginning of Changes ##########################################

6.15
Solution #15: APN based control of UPIP usage

6.15.1
Introduction

This solution addresses KI#8.

The solution uses the UE’s APN to resolve to a combined “SMF+PGW” in the HPLMN, and the 5GC UDM configures the SMF+PGW according to its existing 5GC behaviour. When the UE registers in EPC, the UPIP policy is downloaded in GTP-C signalling to the VPLMN’s EPC, and then sent in S1-AP signalling to the RAN.  

6.15.2
Network options affected

This solution is applicable to the following network options:

- 
Option 1 - eUTRA with EPC

- 
Option 3 - EPC based Dual Connectivity of eUTRA and NR RAT

6.15.3
Solution description

The solution is that the UE’s APN resolves to a combined “SMF+PGW” in the HPLMN, and the 5GC UDM sends the UE’s UPIP policy to the SMF+PGW according to its existing 5GC behaviour.
An alternative to UDM control is that (per APN) local SMF+PGW configuration is used to set the UPIP policy. In many cases this alternative is likely to be sufficient because, in the absence of full LTE eNB support for UPIP, the default setting would probably be “UPIP preferred” and not “UPIP required”. 

These UPIP policy selection techniques align with existing 5GC functionality specified in clause 5.10.3 of TS 23.501:
“The SMF determines at PDU session establishment a User Plane Security Enforcement information for the user plane of a PDU session based on:

-
subscribed User Plane Security Policy which is part of SM subscription information received from UDM; and

-
User Plane Security Policy locally configured per (DNN, S-NSSAI) in the SMF that is used when the UDM does not provide User Plane Security Policy information.

- …”
The GTP-C signalling from PGW to SGW to MME is extended to carry the “UPIP required/preferred/not needed” information to the MME. As GTP-C signalling largely operates on an EPS bearer basis rather than PDN connection basis, this signalling is sent on a per EPS-bearer basis.

Existing GTP-C signalling compatibility concepts are reused to enable the PGW and SGW to have prior knowledge as to whether the SGW and MME support this “UPIP required/preferred/not needed” signalling. Hence the PGW can block the establishment of EPS bearers on MMEs that do not support UPIP “policing”.

The UE’s support (or not) for Full Rate UPIP is signalled from the UE to the MME. 

The MME uses the “UPIP required/preferred/not needed” information from the PGW and the UE’s support for FR-UPIP to determine what EPS bearers are permitted to be established when the UE performs a Service Request (or Attach, PDN Connectivity Request or Dedicated Bearer Activation occurs). 

For those bearers that pass this check, the MME signals the “UPIP required/preferred/not needed” information to the eNB in R17 extensions of S1-AP signalling that:

a) allow the UPIP “Preferred” and “Not-needed” settings to be ignored by a non-supporting eNB, and

b) 
ensure that the UPIP “Required” setting causes a non-supporting eNB to reject the request. 
This S1-AP functionality might be enhanced or simplified by UPIP-supporting eNBs indicating their support for UPIP control signalling in the S1 Setup message. 

Using similar message encoding techniques, at S1 handover (including 5GC to EPC handover), the ‘source to target transparent container’ is used to signal the “UPIP required/preferred/not needed” information to the target eNB. 
NOTE 0: Solution 18 is an acceptable alternative to this S1 handover issue. 
At X2 handover, X2-AP signalling extensions carry the “UPIP required/preferred/not needed” information to the target eNB using similar message encoding techniques. 
NOTE 0a: Solution 18 is an acceptable alternative to this X2 handover issue. . 
For EPS to 5GS handover, existing R15 procedures are used by the source eNB to encode the “source to target transparent container” using (e.g. R15) NG-AP (3GPP TS 38.413) which already contains codepoints for “UPIP required/preferred/not needed”.
NOTE 1: 
Use of the above message encoding within the S1 interface transparent container enables “UPIP Required” enforcement at inter-MME handover (and 5GC to EPC handover) to a target MME that does not support UPIP policing.

NOTE 2: 
To restore UPIP usage (when “Preferred”) after S1/X2 handovers from a non-supporting eNB to a supporting eNB, the MME inserts the “UPIP required/preferred/not needed” information into the S1-AP Handover Command (S1 case) and Path Switch Request Ack (X2 case) messages.

NOTE 3:
Use of “UPIP Required” is not recommended unless the HPLMN is confident that the UE will only move within areas where there is full VPLMN support for UPIP.

NOTE 4:
The PGW is not aware of the UE’s support (or not) for FR UPIP on EPC. The PGW does not need to be aware of the UE’s support level because the ‘UPIP policing’ function has to be performed in the MME and not in the SMF+PGW.  This is because (in contrast to 5GC), EPS procedures such as Service Request need only involve the MME and need not involve the PGW+SMF.

NOTE 5:
As described in solution #14, with Release 17 RAN work (WID in RP-193181) on the Control Plane - User plane split of E-UTRAN, the architecture of option 1 will also allow the control plane of the eNB to remotely control an entity implementing PDCP functionality. As a deployment option, the network's PDCP functionality could be located at a gNB site (which uses NR-PDCP).
6.15.4
Solution evaluation

Editor's Note: extra aspects may be added.
UE, MME, Serving GW, PGW and RAN (S1 and e.g. X2) signalling software updates are expected.  
The solution aligns with the per “DNN and S-NSSAI” control of UPIP policy used in 5GC. For an EPC-only operator, per APN (or per-node) configuration of the UPIP policy on the SMF+PGW is likely to be sufficient and hence there is no mandate to have an interface from the “SMF+PGW” to a UDM.  
*********** end of changes ***********************
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